
[TT Network Integration (Thailand) Information Security Policy] 

Our company has established the Information Security Policy to protect its information assets from 

all types of threats. Based on this policy, all executives and employees will understand, recognize 

and appropriately manage information on a global basis. 

・  Information Security Initiatives  

Recognizing the importance of information security, our company has established a 

management system to deal with information security-related risks. The company maintains 

and complies with relevant rules and guidelines, and periodically reviews these rules to ensure 

appropriate management on an ongoing basis. 

・  Compliance with laws and regulations  

Our company strives to ensure thorough compliance with information security-related laws, 
regulations, and other social norms. 

・  information asset management  

Our company will manage its information assets (including personal information and specific 

personal information) in an appropriate manner to ensure confidentiality, integrity, and availability, 

and will endeavor to ensure that there is no unauthorized access, leakage, loss, or step loss of any 

information assets. 

・  Response to incidents and accidents  

Our company strives to prevent incidents and accidents related to information security. 

We will work to prevent a recurrence by responding quickly to the accident and investigating the 
cause. 

・  Information security education  

Our company will educate all executives and employees on the importance of the proper 
management of information assets, and our company will continue to provide information security 
education. 

・  Efforts for Digital Transformation  

As part of its digital transformation efforts to create new added value and transform its business 

model, our company places top priority on providing safe and secure services to customers and 

society, and we are taking adequate security measures. 


